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MaTepujan 3a opraHmsauum 3a
MIlaguHCKa paboTa

Kako na npoGueTe ctaTtyc Ha 4OBeprvB M3BECTyBaY 3a NpujaByBake roBop Ha oMpasa

BosBepa: LLITo e cTaTyCc Ha AoBepnMB n3BectyBay U 30LWITO €
BaXXeH

Cnopepf 3akoHoT 3a gurutanHu ycnyru (DSA), opraHmsaummTe of rparaHCcKOTO OnwTeCcTBO
MoOXaT Ada annvumpaart 3a ga ctaHaT [loBepriuBU o3HavyBauu - ouumjanHo npusHaTu
cy6jeKkTv Ynm npujasn 3a HerneranHa cogpXxuHa (Bkny4vyBajku rosop Ha ompasa) mopa aa
pobvjaT npuopuTeTeH TpeTMaH o4 CTpaHa Ha OHnajH nnatgopmute. [loBepnueute
0O3Ha4yBa4du umaat nogobpeHu kaHanu 3a npujaByBane, NO6P30 BpeMe Ha npernea u
CTPYKTYypUpaH ogHOC CO ABeTe nNnaTtopmMu 1 HaLMOHaNHMOT KOOpAUHATOP 3a AUrnuTanHu
ycnyru (DSC) .

3a opraHunsaumuTe 3a MnaguHcka paboTta, 0cobeHO OHMe KoM ce 3aHMMaBaaT CO roBop Ha
ompasa, cajoep manTpeTupake, AUCKpUMMMHaLMja, OHNajH BO3HEMUPYBaH-E UNn 3aluTuTa Ha
paHMBKU rpynn, CTaTycoT Ha AOBEPSINB M3BECTYBAY MOXE 3HAYMTENHO Aa ro 3ronemu
HMBHOTO BrnvjaHme. MHory HeBnaguHu opraHusaumm kon pabortaT co Mnaan Beke
noaHecyBaaT U3BeLwlTan 40 coumjanHnuTe Mpexu, Ho 6e3 nocebHo NpuaHaHue, HUBHUTE
n3BeluTam MMHyBaaT HU3 GaBHM UM HEKOH3UCTEHTHM Npouecu Ha npernes. Kako gosepnuve
N3BECTYBaY, M3BELUTAUTE Ha BallaTa opraHu3auuja ce TpetTupaaT co 3rofiemMeH
KpeamounuTeT U UTHOCT, LUTO OBO3MOXYBa LUTEeTHATa COAPXKMHA LUTO BMjae Ha Mnagute
nyre ga ce oTcTpaHu Nnobp3o 1 NOCUrypHo.

MnaguHcknTe opraHnsaumm UCTO Taka urpaaTt YHUKaTHO BakHa yrora: Tue umaaT npucrtan
[0 pearnHy UCKyCTBa Ha MNagun KOPUCHULM, o pa3bupaaT eBoNyTUBHUOT OHMAjH jasnk
(CcneHr, kogupaHu TEPMUHK, MEMUHA) U YECTO ce Mery NpBUTe LWTO 3abernexysaaT HOBU
cdhopmu Ha roBop Ha oMpasa Unu Bo3HemunpyBake. CTaTycoT Ha JOBEPNUB U3BECTYBau
nomara ga ce coopmanuavpa oBaa ekcrnepTusa U Aa ce MHTerpyupa Bo NoLMPOKNOT
ekocuctem 3a 6e36eHOCT Ha MHTEPHET.

OBoj NpmpayHuk objacHyBa KoM ce KpUTepuymmTe, Kako a ja NoOAroTBMTE BallaTta
opraHusauuja, Kako fa annuumparte 1 KakBu oaroBopHocTu Tpeba ga bugete nogrotBeHn aa
npesemMeTe OTKako ke bugeTe Npu3aHaTu.

Pa36upa|-be Ha KpUutTepnymuTe 3a AoBepsyiuB O3HavyBa4
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3aKoHOT 3a AUrMTanHu ycnyru yTepayBa jacHU KpUTepuyMu 3a CTaHyBak€e JOBEPMB
03HauvyBa4y. MnaguHckuTe opraHusaumm Tpeba Aa npoueHaTt Aanuv rm UCnonHysaart - Unm
MoXaT Aa usrpagar - NoTpeGHNOT KanauuTeT npea aa annuuupaar.

1. [loKkaxxaHa ekcnepTusa BO perieBaHTHa obnacTt

Bawara opraHunsauuja mopa fa nokaxe KOHTUHYMpPaAHO MCKYCTBO BO 06nacTuTe noBp3aHn co
HeneraneH roBop Ha ompasa, LWTeTHa CoApXMHa, 3aluTuTa Ha Mnagute, oHnajH 6e3begHocT
nnu gurntanHo rparaHcTeo. OBa BKIyYyBa MCKYCTBO Kako LUTO Ce BoAeHe nopTtan 3a
npujaByBakb€e, BOAEHE Nporpamun NpoTMB rOBOP HA OMpasa, CnpoBeayBaHte MOHUTOPUHT
U UCTpaxyBakbe, CnpaByBare CO Cryvan Ha OHMajH BO3HeMUpYyBake unm obesbenyBame
NOAApPLUKA Ha MaprMHanuavpaHu rpyny norogeHu og roBop Ha ompasa.

2. He3aBUCHOCT 1 NONIUTUYKA HEYyTpPariHOCT

[loBepnuBuTe 03HadYyBayn Mopa Aa 6uagaT He3aBUCHU of NMONUTUMYKO BrvjaHne u Tpeba aa
noKaxxaT Jeka HUBHOTO [JOHECYBaH€ OANYKN € BOAEHO Of eKCnepTn3a, a He o NONUTUYKM
arenan. MnaguHckute opraHusauum Tpeba Aa umaaT TpaHCNapeHTHO CONCTBEHULUTBO,
CTPYKTYpV Ha ynpaByBak€ 1 [a He ce NoBpP3aHu co NapTum.

3. CunHu npouenypy 3a n3BecTtyBawe U Bepucukaumja

Bawarta opraHusaumja Mmopa ga uMma BHaTpeLLHN CUCTEMU 3a Aa NOTBPAM OeKa npujaBeHaTa
COApPXMHA e HeneranHa unu WTeTHa cnopes 3akoHuTe Ha EY nnun HaumoHanHuTe 3akoHu 3a
roBop Ha ompa3sa. OBa 6apa oby4yeH nepcoHar, jaceH MexaH1u3aMm 3a eckanauuja u MOXXHOCT
3a JOKyMeHTUpawe Ha gokasn (URL-agpecu, cHUMKM of ekpaHoT, objacHyBama Ha
KOHTEKCTOT, BPEMEHCKN NeYyaTn).

4. Cnoco6GHOCT 3a cucremaTcka o6paboTka Ha nssewwTam

[oBepnmBuTE 03Ha4YyBa4mM Mopa NPodECUOHANHO 1 AOCNEAHO Aa paKkyBaaT Co 3HaYUTENEH
6poj npujasn. Ke Bn Tpeba oapxnme paboTeH Tek 3a NpuMare, oLeHyBare 1 npenpakarbe
Ha cnyyan. OBa MOXe [a BKMy4vyBa anaTku 3a ynpaByBahe CO Crlyqan, BHATPELLHN
ynaTtcTea, npouecu 3a o6e3beayBame KBanuTeT U NnepcoHan oby4deH 3a knacudgukaumja Ha
roBop Ha ompaa3a.

5. YcornaceHocT co npaBunara 3a 3aliTuTa Ha nogaTouu 1 NpuBaTHOCT

Bupejkn Bawarta opraHmsaumja ke obpaboTyBa YyBCTBUTENHA COAPXKUHA LUTO BKITy4yBa
Mragu nyre, mopa ga nokaxete ycornaceHoct co GDPR. OBa BknyyyBa MUHUMU3NpaHe Ha
nogaToum, aHoHuMu3aumja, 6e3beqHo cknagupane 1 jaCHU NOMUTUKN 3a 3a8pXKyBak-e.

6. UHTerputeT M TOYHOCT Ha U3BECTYBaHETO

Mnatdpopmute n DSC ovekyBaaT BUcoka TouHOoCT. Mopa ga 6uageTte cnocobHu ga
pasnukyBaTe HereraneH rosop Ha ompasa (Kako LTO € AehMHMPaHO CO 3aKOH) Of LUTETHM,
HO 3aKOHCKM M3pa3un. JacHu BHATPELUHW KpUTEPUYMU, NPaBHM KOHCYNTaLumn 1 obyka Ha
nepcoHanoT ke buaaTt of, CYLUTUHCKO 3HaYeHe.
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[lokornky BallaTta opraHusaumja MoXxe Aa rm UCMoNHM OBUE KPUTEPUYMU - MU € NOATOTBEHA
Aa rv passue - MoXxeTe a NPOAOIKUTE CO annuumMpameTo.

NoaroToBKa Ha BawaTta opraHu3auumja 3a anfiukauujara
MpouecoT Ha annuumpake 6apa AEMOHCTPMpPaHe Ha KanaunuTeT, eKCnepTM3a U BHaTpeLUHN

CTPYKTYpWu. I'Ipe,u, Aa annunuunpaat, MnagunHCKUTe opraHmn3auunm Tpe6a Aa rm nogrorsat
cnegHuBe efnemMeHTu.

1. D,OKYMeHTVIpajTe ro BawleTo MCKyYCTBO U eKCnepTusa

MoaroTeseTe Aocue BO Koe Ke ja CyMupaTe BaLlaTta paboTa noBp3aHa Co roBOpOT Ha oMpasa
N 3awTuTata Ha mnagute. OBa Moxe aa BKIly4yyBa:

e ONWCK Ha peneBaHTHM NporpaMu (MPOTUB ManTpeTupare, CrpedvyBare Ha roBop Ha
ompasa, guruTarnHo rparaHcko obpasoBaHue)

e roAWLLIHK u3BeLTan
e cTaTucTuKa 3a obpaboTeHn crnyyam
e [peTxoAaHa copaboTka co nnaTtgopMu unu BnacTu

® UCTpaxyBaHa Uinn ny6n|/||<au,vw| 3a WTEeTN Ha NHTEPHET

JacHaTa gokymeHTauuja ro 3ajakHyBa BalMOT KpeanbunuteT n My nokaxysa Ha DSC geka
ro pasbupate AUrMTanHNoOT PU3MK.

2. CospgaBame UNnu axxypupake Ha NpOTOKONM 3a U3BECTyBake

,D,OBepJ'IVIBVIOT n3BectyBad Mopa aa KOpuUcTtu CTpyKTypmupaHun MexaHnM3mMm 3a n3BecCtyBam€.
MogroTeeTe nnu ycoBpLieTe BHaTpPEeLWHM NMPOTOKOJIN WTO BKy4vyBaar:

e [pouec Ha BepudMKaLmja 3a CEKOj N3BELUTA]

KaTeropun Ha HeneranHa coapXxuHa

® CTaHOdapaun 3a p,oxymeHTau,Mja (CJ'II/IKVI O €KpaHoT, MeTanoaaTtoum, KOHTeKCT)

npouenypu 3a KOHTpoJ1a Ha KBannTeToT

paboTeH Tek 3a pearparse Ha UTHW Cryyau LUTO BKIydyBaaT Mnaam

OBa 06e30eyBa KOH3NCTEHTHOCT M NMOKaXKyBa [eKka BallaTa opraHu3auuvja e nogroteeHa
O4rOBOPHO Aa ynpaByBa CO KaHanuTe 3a NPMOPUTETHO U3BECTYBaHE.
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3. O6yka Ha NnepCcoHarnoT 3a 3aKOHCKUTE pPaMKu
BpaboTeHuTe Koun ke nogHecyBaaT u3BeLLTam Mopa ga pasbepar:

e HaLMOHanHW 3aKOHM 3a roBOP Ha oMpasa
e perieBaHTHO 3aKOHOA4ABCTBO Ha EY
® pasfukM NOMery HernerarneH roBop Ha oMpasa 1 WTeTHa, HO NneranHa coapXuHa

® KOHTEKCTyallHU CbaKTOpI/I (3aLLlTI/1TeHVI KapakTepucTtukun, NnOTTUKHyBaH-€, 38KaHI/I)

O6ykaTa MoXe Aa ce cnpoBeayBa UHTEPHO, CO HAABOPELLHM EKCNEPTU UM BO NapTHEPCTBO
CO OpraHusauuu 3a guruTtanHu npaea.

4. BocnocTtaBeTe 3alUTUTHU MepKU 3a 3alliTuTta Ha nogatoum
Kpeupaj nnn axypupa;j:

e MONUTMKKN 3a NPMBATHOCT

e [rpoueaypv 3a 3aApXKyBake Ha nogaTtoum

e 0Oe3benHn pelleHuvja 3a cknagmpame

e BHaATpeLlUHW ynaTcTBa 3a ycornaceHoct co GDPR

e [10rOBOPW 3a JOBEPIMBOCT Ha NepcoHanoT

OBa e ocobeHo BaXkHO 3a opraHm3auunnTe WTo pa60TaT CO MalrioneTHuun.

5. UsrpapeTte nHdpacTpyktypa 3a ynpaByBake CO cCriyyau

EnHoctaBHa Tabena moxe ga 6uae A0BorfHA 3a Manv opraHn3auun, Ho OHME Kou ce
cTpemarT KOH CTaTyC Ha JoBepnvB U3BecTyBad Tpeba aa pasmucrar 3a creHoBO:

e CUCTEMM 3a ynpaByBaH€E CO Cryyau
e arnaTku 3a bunetu
e CroJeneHu nanku co KOHTponupaH npucTan

e 0e3benHn nnatdopmm 3a cnegere Ha NHUNOEHTU

OBa ke BM NOMOrHe fa ynpaByBaTe co 06eMOT Ha M3BECTyBake 1 Aa oapXKyBaTe
PEBU30PCKN Tparu.

e,
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lNMpouec Ha annuuupawe: CopaboTka CO KOOPAUHATOPOT 3a
AUrNTanHu ycnyru
Kora BaluaTa opraHu3auuja e NnoAroTBeHa, nogHecysaTe annukaumja 4o BawmnoT

HauuoHareH KoopAuHaTop 3a AUruTanHu ycnyru . lNpowecot Moxe Manky ga ce
pasnunKyBa BO 3aBMCHOCT 0[] 3emjaTa, HO OCHOBHUTE eNleMEeHTUN ce UCTU HK3 Luena EY.

Yekop 1: NogHeceTe chopmanHa annukaumja
Bawara annukaumja o61MYHO Ke BKIy4yBa:
e OpraHM3aumcku MHdopMaLmm
® CTPYKTypa Ha ynpaByBake
e [OKYMEHTMpaHa ekcrnepTun3a BO rOBOPOT HA OMpasa M 3awTutaTa Ha mnagute
e Onuc Ha paboTHMTE NpoLecy 3a U3BECTYBaHE
e [JOKyMeHTauuja 3a 3aliTuTa Ha nogaToum
e kBanudukauum n obyka Ha nepcoHanoT

e npuMepu 3a NPeTXOAHO U3BECTyBake UMK criefere

Hekon DSC moxe ga nobapaaT u npenopaku unm gokasm 3a copaboTka co nniatdopmMm unm
ApYyrn perynatopu.

Yekop 2: YyecTBYyBajTe BO eBanyauuja u KOHCynTauum

OpbopoT 3a mnagu moxe ga nobapa 4ONONHUTENHM MHAOPMaLMK, NojacHyBaka Unn aa
cnpoBefie MHTepBjy. TMe UCTO Taka MOXaT Aa ce KOHCYNnTupaaT co ApYrn OpraHn Unn aktepu
O[] rparaHcKOTO OMWTECTBO 3a [a ro NoTBpAaT yCnexoT Ha opraHnsauuvjata. MnaguHckute
opraHusauum Tpeba ga 6ugart NoAroTBEHU 4a NoKaxarT:

® HMBHOTO NpaBHO pa3bupare Ha AedUHULMUTE 3a TOBOP Ha oMpasa
® HMBHaTa cnocobHOCT Aa aHanManpaaTt KOHTEeKCT
e HMBHaTa cnocobHOCT Aa nsberHaT naxHo npujaByBare

® HKMBHATaA HE3ABUCHOCT N HEYTParHOCT

Yekop 3: Ao6uBawe Ha Ha3HadyBaHk€ N 3anovyHyBamwe Ha copa60TKa

T
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Hokonky 6uae ogobpeHa, Bawara opraHmsauuja ke buae oduumnjanHo HaBeaeHa Kako
poBepnuB o3HavyBad . DSC ke rv nssectn couunjanHnte Mpexm un ke s 06esbegu:

® [PUOPUTETHU KaHaN 3a U3BECTyBaHE
e ynaTcTBa creunduyHn 3a nnatgopmara
® TOYKWM Ha KOHTaKT 3a KOMyHMKauwmja

® O4eKkyBara 3a TOYHOCT Ha U3BECTyBaH€TO U obem Ha crny4yaun

[loBepnueuTe AaBaTteny Ha npuvjaByBama Notoa Mopa Aa NnoYyHaT Aa nogHecysaat
n3BeLuTan Npeky Ha3HayeHuTe KaHanu, crneaejku rm JoroBopeHnTe npaeuna.

Yekop 4: KOHTUHYMpPaH MOHUTOPUHTI U OOArOBOPHOCT

CraTycoT Ha OBEpPnMB U3BECTYBaY He € TpaeH unu 6eaycnoeseH. DSC Moxe NepnognmyHo
Aa rv npoBepyBaart nepgopmaHcuTe, TOYHOCTa M HE3AaBMCHOCTA Ha BallaTa opraHusauuja.
OBa ocurypyBa feka eKocMcTeMOT Ha JOBEPNNB U3BECTyBay OCTaHyBa KpeanbuneH,
edunkaceH 1 OTrnopeH Ha 3noynotpeba.

MnaguHCKUTe opraHn3auumn Kov oap>KyBaaT KOH3UCTEHTHO, TOYHO U ETUYKO U3BECTYBaHE Ke
ro 3agpXar cTaTycoT AONTOPOYHO U MOXe Aa AobujaT AOMNOMHUTENHMU MOXHOCTM 3a
copaboTka, Kako LUTO € y4eCTBO BO CUCTEMCKM MPOLIEHKN Ha PU3NK UM KOHCYyNTauum 3a
MONUTUKM.

PaboTewe kako goBepnuB nssectyBay: OaroBopHOCTU U
Hajaoopu NPaKTUKK

OTkako ke nobujat ctatyc Ha [losepnue O3HauyyBay, MNaaMHCKMTE opraHM3aummn gobusaar
3HAYUTENTHO BrMjaHuE - HO TUE UCTO Taka npesemMaaTt HOBM OAroBOPHOCTU. [loBepnvBuUTe
OsHauyBaun Mopa aa paboTaT cnope BUCOK NpodecroHaneH ctaHaap U KOHCTPYKTUBHO
Aa copaboTyBaaT co nnatgopmuTe 1 perynaTopure.

1. OgpxyBajTe BUCOKOKBANMTETHN M3BeLwTam 3aCHOBaHU Ha AOKa3u

Cekoj nseLutaj mopa ga buge KOHTEKCTyanuampaH, Npeun3eH U NoTKpeneH Co jacHu
Aokasn. M3selwwtante co cnab KBanuTeT ro noTkonyeaat cuctemor. [loBepnusure
03Ha4yBa4u cekorawl Tpeba aa AOKyMeHTMpaaT:

® TOYHWUOT HenerarneH n3pas

® 3allTUTeHaTa KapakTtepuctuka Haco4eHa KOH
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® KOHTEKCTOT BO KOj ce nojaByBa CcogpXuHata
e KakBu OGUMO LWEeMKU unn NOBTOpPYBa4KM oaHeCyBaHa

e OTEHUMjanHN pu3nLmM 3a Mnagarta IMYHOCT

Osa ocurypyBsa aeka nnatopmaTa Moxe [a AejcTByBa 6p30 1 caMoyBepeHo.

2. Nlajte npuopuTteT Ha 6e36eaHOCTa U Gnarococrtoj6baTta Ha MnaguTte

Mpwu NpujaByBaHe Ha roBOp Ha OMpasa BO KOj Ce BKIy4YeHW ManoneTHUUW, MiaguHcKuTe
opraHu3auMn Mopa BHMMaTENHO Aa rv pelwaBaat crnyyauTe. Tue Tpeba aa ro
MWHUMW3MPaAT eMOLIMOHaNHMOT TOBap Bp3 MNadoTo nvue, Aa ro objacHaTt npouecoT Ha
npujaByBar€ U Aa ce KoopauHupaaT co noaapLuka 3a MeHTarHo 3apasje Unu yyunuwte
kora e noTpebHo. OAroBOPHOCTUTE Ha AOBEPSIVBUOT U3BECTYBaY HUKOraLl He M1 3amMmeHyBaaT
NpUHUMNMTE 3a 3allTUTa Ha deuara.

3. KOHCTPYKTMBHO aHraxupajre ce co nnargopmure

[loBepnunente o3HavyyBaym YectonaTu pegoBHO KOMyHMLMPaaT CO OHMajH nnaTdopmMmuTe.
OBa mMoxe Oa BKkIyyyBa JaBahe objacHyBara 3a NIOKanHUOT KOHTEKCT, UCTaKHyBake Ha
HOBWUTE TPEHOOBU UMK pasjacHyBawe Ha ABOCMUCEHN criydan. KOHCTPYKTUBHUOT aunjanor
UM nomara Ha nnatdopmuTe ga rm nogobpaT cuctemuTe 3a Mmogepupare Ha COOPXKUHMW.

4. CnogenyBare Ha co3HaHuja co DSC 1 npnaoHec KOH nowmnpoka
paboTa Ha NONUTUKUTE

[loBepnuBuTe 03HaYyBauun UrpaaT yrora He caMmo BO NpujaByBaH-€TO Ha NOeANHEYHU
COOPXUHM, TYKY U BO MOEHTUUKYBaHETO HA CUCTEMCKM Heycnecu. MnaguHckuTe
opraHusaummn Tpeba ga pasmucnaT 3a NOAHECYBaH-E:

e KBapTanHu pesMea Ha TPEeHOOBMTE Ha roBOp Ha OMpasa

e CO3HaHWja HaCoYeHU KOH MNaguTe 3a KOAMPAaH jas3nk UM HOBU MOAENN Ha
BO3HEMUpPYBaH-e

e 3abereLlku 3a 043MBHOCTA Ha nnaTdopmara

OBwue co3HaHuja MM nomaraat Ha DSC ga rv npoueHat pusnunute 1 ga ro nogobpar
CNpoBefyBaHETO HM3 LENNOT AUTNTaNEH Nejsax.

5. O.qpmyBal-be Ha TPpaHCNapeHTHOCT, He3aBUCHOCT U eTU4YKN CTaHAapAu

CraTtycoT Ha JoBepnuB U3BecTyBad b6apa uHTerputeT. MnagmMHckMTe opraHusaumMm mopa aa
n3berHyeaat NoMTUYKa NPUCTPACHOCT, KOHMIUKT HA MHTEPECU UMK NPaKTUKKX LWTO 6K
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MoXene Aa ja Hapywart goepbaTa. Tue Tpeba Aa ce npuapxkysaaT 40 jaCHU eTUYKK
ynaTcTBa U fja oCTaHaT HEeMPUCTPacHM NpU OLLeHYBaHETO Ha CoAapXKMHaTa.

3aKny4okK

[a ctaHeTe [oBepnvB U3BECTYBay € U OArOBOPHOCT U MOXHOCT. 3a opraHusauuuTe 3a
MraguHcka paboTa, Toa 06e3benyBa MOKEH MeXaHM3aMm 3a 3aliTuTa Ha MnaguTe nyre og
roBOp Ha OMpasa, HaCUICTBO 1 BO3HEMUPYBaH-E NPeKy MHTEPHET. [pnsHaHneTo ro
3ajakHyBa BfMjaHMETO Ha BalLaTa opraHusauuja, ja nogobpyea copaboTkaTta co
nnatcopmMuTe 1 BNacTuTe u npuaoHecysa 3a nobesbenHa gurutanHa cpeavHa 3a cute
MIagav KOPUCHULIN.

Co cunHa noaroToBKa, TpaHCMAPEeHTHO ynpaByBake, CUrypHa ekcnepTnsa u pobycHM
npoueaypu, MnaavHCKUTE opraHn3aumm MoxaT ycrnelwHo ga gobujat ctaTtyc Ha 4oBepnvB
03HayyBad M [a CTaHaT LeHTpasiHu akTepu Bo HoBaTa pamMka 3a 6e36eqHOCT Ha UHTepHeT
yTBpAeHa co 3aKoHOT 3a AUIUTarnHM yCryru.
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Handout for Youth-Work Organizations

How to Obtain Trusted Flagger Status for Reporting Hate Speech

Introduction: What Is Trusted Flagger Status and Why It
Matters

Under the Digital Services Act (DSA), civil-society organizations can apply to become
Trusted Flaggers — officially recognized entities whose reports of illegal content (including
hate speech) must be given priority treatment by online platforms. Trusted Flaggers have
enhanced reporting channels, faster review times, and a structured relationship with both
platforms and the national Digital Services Coordinator (DSC).

For youth-work organizations, especially those dealing with hate speech, cyberbullying,
discrimination, online harassment, or the protection of vulnerable groups, Trusted Flagger
status can significantly increase their impact. Many youth-serving NGOs already submit
reports to social networks, but without special recognition, their reports move through slow or
inconsistent review processes. As a Trusted Flagger, your organization’s reports are treated
with elevated credibility and urgency, which allows harmful content affecting young people to
be removed more quickly and reliably.

Youth organizations also play a uniquely important role: they have access to real
experiences of young users, understand evolving online language (slang, coded terms,
memes), and are often among the first to observe new forms of hate speech or harassment.
Trusted Flagger status helps formalize this expertise and integrate it into the broader online
safety ecosystem.

This handout explains what the criteria are, how to prepare your organization, how to apply,
and what responsibilities you should be ready to assume once recognized.

Understanding the Trusted Flagger Criteria

The Digital Services Act sets out clear criteria for becoming a Trusted Flagger. Youth
organizations should assess whether they meet — or can build — the necessary capacity
before applying.

1. Demonstrated Expertise in a Relevant Field

Your organization must show a sustained track record in areas related to illegal hate speech,
harmful content, youth protection, online safety, or digital citizenship. This includes
experience such as operating a reporting portal, running anti-hate-speech programs,
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conducting monitoring or research, handling cases of online harassment, or providing
support to marginalized groups affected by hate speech.

2. Independence and Political Neutrality

Trusted Flaggers must be independent from political influence and should demonstrate that
their decision-making is guided by expertise, not political agendas. Youth organizations
should have transparent ownership, governance structures, and no partisan alignment.

3. Strong Reporting and Verification Procedures

Your organization must have internal systems to verify that the reported content is illegal or
harmful under EU or national hate-speech laws. This requires trained staff, a clear escalation
mechanism, and the ability to document evidence (URLs, screenshots, context explanations,
timestamps).

4. Capability to Process Reports Systematically

Trusted Flaggers must handle a significant number of reports professionally and
consistently. You will need a sustainable workflow for receiving, assessing, and forwarding
cases. This may include case management tools, internal guidelines, quality assurance
processes, and staff trained in hate-speech classification.

5. Compliance with Data Protection and Privacy Rules

Because your organization will be processing sensitive content involving young people, you
must demonstrate GDPR compliance. This includes data minimization, anonymization,
secure storage, and clear retention policies.

6. Integrity and Accuracy of Reporting

Platforms and DSCs expect high accuracy. You must be able to distinguish illegal hate
speech (as defined by law) from harmful but legal expressions. Clear internal criteria, legal
consultation, and staff training will be essential.

If your organization can meet these criteria — or is prepared to develop them — you can
proceed toward application.

Preparing Your Organization for the Application

The application process requires demonstrating capacity, expertise, and internal structures.
Before applying, youth organizations should prepare the following elements:

1. Document Your Experience and Expertise
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Prepare a dossier summarizing your work related to hate speech and youth protection. This
may include:

descriptions of relevant programs (anti-bullying, hate-speech prevention, digital
citizenship education)

annual reports
statistics on cases handled
previous cooperation with platforms or authorities

research or publications on online harms

Clear documentation strengthens your credibility and shows the DSC that you understand
the digital risk landscape.

2. Build or Update Reporting Protocols

A Trusted Flagger must use structured reporting mechanisms. Prepare or refine internal
protocols that include:

a verification process for each report

categories of illegal content

documentation standards (screenshots, metadata, context)
quality control procedures

a workflow for responding to urgent cases involving youth

This ensures consistency and demonstrates that your organization is ready to handle priority
reporting channels responsibly.

3. Train Staff on Legal Frameworks

Staff members who will submit reports must understand:

jugendagentur
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national hate speech laws
relevant EU legislation
distinctions between illegal hate speech and harmful, but legal, content

contextual factors (protected characteristics, incitement, threats)
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Training can be done internally, with external experts, or in partnership with digital-rights
organizations.

4. Establish Data Protection Safeguards
Create or update:

e privacy policies

e data retention procedures

e secure storage solutions

e internal GDPR compliance guidelines

e staff confidentiality agreements

This is particularly important for organizations working with minors.

5. Build a Case Management Infrastructure

A simple spreadsheet may be enough for small organizations, but those aiming for Trusted
Flagger status should consider:

e case management systems
e ticketing tools
e shared folders with controlled access

e secure incident-tracking platforms

This will help you manage reporting volume and maintain audit trails.

The Application Process: Working with the Digital Services
Coordinator

When your organization is ready, you submit an application to your national Digital Services
Coordinator. The process may differ slightly by country, but the core elements are the same
across the EU.

Step 1: Submit a Formal Application

Your application will typically include:

e,
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e organizational information

e governance structure

e documented expertise in hate speech and youth protection
e description of reporting workflows

e data protection documentation

e staff qualifications and training

e examples of past reporting or monitoring

Some DSCs may also ask for references or evidence of cooperation with platforms or other
regulators.

Step 2: Participate in Evaluation and Consultation

The DSC may request additional information, ask for clarifications, or conduct an interview.
They may also consult other authorities or civil-society actors to confirm the organization’s
track record. Youth organizations should be ready to demonstrate:

e their legal understanding of hate-speech definitions
e their ability to analyze context
e their ability to avoid false reporting

e their independence and neutrality

Step 3: Receive Designation and Begin Cooperation

If approved, your organization will be officially listed as a Trusted Flagger. The DSC will
notify social networks and provide you with:

e priority reporting channels
e platform-specific instructions
e communication points of contact

e expectations for reporting accuracy and case volume

jugendagentur digi@

Jugendagentur gGmbH

€ YOUTH anthropolis _FO]A\

*
* *
*

Co-funded by
the European Union



|:esiio
()

Trusted Flaggers must then begin submitting reports through the designated channels,
following the agreed rules.

Step 4: Ongoing Monitoring and Accountability

Trusted Flagger status is not permanent or unconditional. DSCs may periodically review
your organization’s performance, accuracy, and independence. This ensures the Trusted
Flagger ecosystem remains credible, effective, and resistant to misuse.

Youth organizations that maintain consistent, accurate, and ethical reporting will retain status
long-term and may receive additional opportunities for collaboration, such as participation in
systemic risk assessments or policy consultations.

Operating as a Trusted Flagger: Responsibilities and Best
Practices

Once granted Trusted Flagger status, youth organizations gain significant influence — but
they also assume new responsibilities. Trusted Flaggers must operate at a high professional
standard and engage constructively with platforms and regulators.

1. Maintain High-Quality, Evidence-Based Reports

Each report must be contextualized, precise, and backed by clear evidence. Poor-quality
reports undermine the system. Trusted Flaggers should always document:

e the exact illegal expression

the protected characteristic targeted

the context in which the content appears

any patterns or repeated behaviours

potential risks to the young person

This ensures the platform can act quickly and confidently.

2. Prioritize Youth Safety and Wellbeing

When reporting hate speech involving minors, youth organizations must handle cases with
care. They should minimize emotional burden on the young person, explain the reporting
process, and coordinate with mental-health or school support when relevant. Trusted
Flagger responsibilities never override child protection principles.

3. Engage with Platforms Constructively
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Trusted Flaggers often communicate regularly with online platforms. This can include
providing explanations of local context, highlighting emerging trends, or clarifying ambiguous
cases. Constructive dialogue helps platforms improve content moderation systems.

4. Share Insights with the DSC and Contribute to Broader Policy Work

Trusted Flaggers play a role not only in reporting individual pieces of content but also in
identifying systemic failures. Youth organizations should consider submitting:

e quarterly summaries of hate-speech trends
e youth-centered insights on coded language or new harassment patterns

e observations about platform responsiveness

These insights help DSCs assess risks and improve enforcement across the digital
landscape.

5. Maintain Transparency, Independence, and Ethical Standards

Trusted Flagger status requires integrity. Youth organizations must avoid political bias,
conflicts of interest, or practices that could damage trust. They should uphold clear ethical
guidelines and remain impartial when evaluating content.

Conclusion

Becoming a Trusted Flagger is both a responsibility and an opportunity. For youth-work
organizations, it provides a powerful mechanism to protect young people from online hate
speech, violence, and harassment. The recognition strengthens your organization’s
influence, improves collaboration with platforms and authorities, and contributes to a safer
digital environment for all young users.

With strong preparation, transparent governance, reliable expertise, and robust procedures,
youth organizations can successfully obtain Trusted Flagger status and become central
actors in the new online safety framework established by the Digital Services Act.
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